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I ntroduction

This paper presents a slightly biased view of
the main two types of networKing concepts being
discussed for amateur radio.

Qvervi ew

Amateur packet radio nmade a mgjor
breakt hrough | ast year. After a couple years of
devel opnent, a sftandard has been adopted for
poi nt-to-poi nt packet communications, often
referred to as the Link Layer, or Level 5 of the
1 SO reference nodel.

Even as work was bel_ng_con'?l eted on the
| ayer, amateurs were beginning to take on the
lange Of designing a true amateur packet
system Two "canps" have taken shape in
age of devel opnent work, the 'Virtual
canp and the Datagram' 6F 'TCP/IP' canp.
olui)s are working on software,. and | believe
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be used fof a period of time to see
best suited for amateur packet radio.
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One thing both groups generally agree on is
that what nust be provided By the amateur network
a method of, %ettinf_ data from a source to a
ation fair %/ reliabl.y. Both groups agree
his shoul d be assured by a transportation
at each end of a comminication path, and
hat this conmmuni cations path be absol utel
eltable if necessary. This means both parties
are actually designing systens that function at
both levels 3 and (network and transport
layers).  The result of this work should create
"virtual -connections" between two interconnected
devices within the amateur network. This virtual-
connection exists between the involved devices at
the interface between the Transport Layer of the
I SO reference nodel and whatever |ayér resides
above it gsuch as a Session Layer). Since sone
m_a){ object to the term "virtual "connection", |
wll instead use the term "logical network
connection”.

Unfortunately, the word "network" has cone to
mean many différent things. It can nean the
general “concept of a |arge group of nodes
i'nterconnected so that data can flow back and
forth between any nodes wthin the group. This
type of network can be geographically Small (as In
Local - Area- Network, _or LAﬁg) of large (such as the
Tel enet. Network). This size grouping can add to
the confusion when discussing networks:
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The term "network'" can al so nean the specific
"Network Layer-"! or tevel 3 of the | SO reference
model. The network layer is sonetimes considered
two sub-layers, which can also be confusing.

Throughout this paper, | wll use the term
"amat eur network" when discussing the overall
network concept. | wll use the term "transport

entity" when describing the interface between the
upper IS0 |ayers and the amateur network access
point. ~ \Wen discussing a single cluster of
potenti al II% i nterconnect’ed stations (such as a
group of VHF packet stations w thin conmunications
range), | Wl use either the term "“intranet"
(thanks Paul!), or subnetwork, as the 1S0 calls
it.  The term™internet” (note |ower case) wll be
used to describe the potential interconnection of
individual intranetworks to form an amateur
network.  This is different fromlnternet, which
I's a specific internetworking protocol.
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Services Renderred By The Amateur Network

In the nost basic terns, the amateur netwo
shoul d provide a neans of transferring data fr
one amateur to another amateur. Ideally, bo
data integrity and transfer speed are inportant
all amateurs, but integrity and/or speed may b
conprom sed in indivjdual situations. The andteur
network should be flexible enough to handl e such
special requests as _reduced integrity to increase
t hr oughput (speed)_ for applicati'ons such as
packetl zed voice. 'The other end of the pendul um
Is equally important. |If an amateur wants to send
a machi ne | anguage program across the anateur
network, speed may be “sacrificed in order to
insure absolute datd integrity.
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Since we amateurs live in the real world, and
amateur radio is our hobby (it doesn't feel |ike
It sometimes though), it 1s inportant to real|ze
that whatever we do'is on a small budget, and will
likely suffer some djsaster eventually. . The
amat eur network should be designed wth this in
mnd, and should be resiliant enoutgh to cope with

arts of it going down fromtine to tine.
elhenever possible, ~ the amateur network shoul d
recover fromdifficulties without the users of the

amat eur network know ng somrething happened.

If a user of the amateur network knows what
path through the amateur network is used to
establish a"network interconnectjon to the amateur
he/ she wishes to comunicate, the amateur network
should attenpt the network interconnection in that

manner . If, on the other hand, ha amat eur
doesn't know the path to the other anmateur {or
even the destination transport entity where the

other station exists), the amateur network ideally
shoul d provide sone” type of directory to ald in
establishing the network interconnection.
Obviously, this directory is a frill that won't be
around for a while, but” some nmethod of using it
shoul d be provi ded.

Sonetimes it may be advantageous to provide
sone nethod of allow n?_ the amateur network (or
the other amateur's sta |or2)) to directly read the

s

status of, or control me_paraneters of an
amateur' s packet system  This nay allow the
amateur network to optinize level 2, 3, and 4

timers, control view n? of passwords, etc. This
is sometimes referred to as an alternate control
path to the amateur's packet system

The amateur network should also allow sone
net hod of network managenent by requ?stl ng Ihﬁ
status of the amateur ntework, along "wt
controlling certain functions of the amateur
net wor k. is should be done in various |evels of
control, along with having geographi cal boundr]es.
Traditionally, anmateurs prefer to operate in a
non-autocratic enviroment, SO0 a Sblrlﬂle nmat eur
network control group. is proba eyond
possibility. A hierarchical system of control
would be called for, allow ng Sone amateurs to
manage their local intranet, "while others would
manage a |larger part of the amateur network.

Cutting Up The Amateur Network Pie

This amateur network is not going to blossom
overnite. It wll probably take muc Ionger t?
devel op than the |evel 2 standard did. Part o
this i's due to the added conplexity of having
mul tiply-1nterconnected devices that are sO
i nterdependant on each other. In order to speed
up amateur network devel opment, along wth
conformng to the 1SO reference nodel, the amateur
network shoul d be broken up into several parts,




each of which is responsible for a portion of

amateur network operation.
Transport Layer Services and Responsibilities

ort Layer (0SI Level 4)

off transferrimg data
ransparently through the amateur network ietween
Session Layer entities such that the session-
entities don't need to be concerned about
assuri n? reliability or speed of data transfer
through The amateur network.

The Trans
rovides a neth (F

The TransPort Layer does }]hls by usin
an end-to-end protocol between the Transpor
devi ces at each end of a network interconnection.
Thi's protocol establ i shi n? a
network interconnection between two amateurs;
mai ntai ning data nte%rlty, proper data
sequencing, end-to-end f Iowcontrol, and end-to-
end error recovery during data transfer between
the anmateurs; and the release of the network
interconnection when it Is no |onger
shoul d be noted that sone of these functions nay
equest ed.
Layer

is responsible for

needed. |t
be altered/renoved if

) The . Transport is
routing, relaying, and non-end-to-end
decisions By the network |[ayer
underneath it.

The conplexity of the Transport Layer i

very dependant on the "type of network operati
e

|

elieved of
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undérneath it.  Some network protocols require
Iar%e Transport protocol to correct for potent]
probl ens, while other network protocols requi
al most no transport protocol.

Network Layer Services and Responsibhilities

The 150 _defines two portions of the
Net wor k Layer. Subnet wor ks are_of one or nore
intermedi ate systens which provide relaying of
ich end-systens may estabTl sh
networ k-connections. A Network is considered the
i nterconnection of these subnetworks to provide a
comuni cations path between Network end-points.

. The Network Layer (Level 32
responsi bl e for establishing’a data path be
two Transport Layer entities wshing _t
communi cate through the,amat%ur net wor k.
Net wor k Layer should provide this service tot
transport l'ayer in such a way as to make invisib
how the network routed the 'data. This include
how many hops or relays it took,
subnetworks it went throu%h, and how many
I'inks were used. As such, the service provided at
each end of _a network-connection should be the
sane, even if dissimliar subnetworks are used
somewhere between the two end-points.

) The quality of service provided is
negoti ated between thé transport-entities and the
nefwork-entities at the tine of network-connection
establishnent, ~If a quality of service is a%reed
to, that quallt}/,of service shall remain in effect
throughout' the Tifetime of a network-connection.
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data through )

Net wor k t he

The | provi des
functions:

) Layer
foll owi ng

routing and rel aying;
net work- connect j ons; ) )
net wor k- connection nul tiplexing
segnenting and bl ocki ng;
error detection and recovery;
sequenci ng;
[ocal . flow control;
expedited data transfer;
service selection; and
Net wor k Layer managenent.

-0 DN o'l

_ The Network Layer data is transferred
i ndi vidual network-entities througg t he
el 2 connections. In the amateur
network, this usually means AX.25 HDLC connections
petween network nodes or entities. Level 2 AX 25
Is responsible for providing reliable node-to-node
data paths between the network nodes.

i mpor t ant EOI nt is that the qualit
ovided by the overall amateur networ
ood as ‘the weakest portion of the
he network.

bet ween
use of Level

. An
of service pr
Is only as
path through
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Proposed Datagram Net wor k St andard

The datagram network crowd is proposin
use of the DARPA TCP/IP or UDP/IP standar
building the amateur network. The Internet (IP)
protocol would be used at the network |ayer, and
el ther the User Datagram Protocol (upp) for use In
unsophi sticated transport environents, or the
Transmi ssion Control Protocol (TCP) for more
reliable transport service.

Proposed Virtual-Crcuit Standard

Most of the work being done in the virtual-
cuit area is being baseéd on CCITT standards.
recommendat i on being proposed is as follows:

Use CCITT X. 25 Level 3 protocols for the
connections between amateur network users and
the amateur network entry point.

Use the COTT X 75 Level 3 protocol fo
connections between devices within
amat eur networKk.

Use the CCITT X 224 Level 4 protocol for the
Transport connections (if necessary) between
the two end-points of the amateur network.
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Head- To- Head Comarisons OF Virtual Crcuits

ANd Datagram Type NETWOI'K Operation

) As will soon becone apparent, both the
virtual-circuit and datagram networIT concepts have

good points and bad points. It will be up to the
amat eur community and network designers to decide
how these wll be used in differing operating

envi roments.

Both of the amateur network concepts will
create a logical network connection between t
two end-points of the amateur network wi shin
communj cate. . Both will have the capability
providing either reliable data transfer,
reduced reliability in favor of increased speed
data transfer.

he
to
of
or
of

Desi gn _Phi | osophy
Even though both network designs provide

the end users the sane service (potentially error-
free data transm ssion rom source . to
destination), the way the two systems acconplish
this goal is quite different.

) The datagram type network design works
much like the way nail 1s delivered by tThe post
office. = Each Tetter (packetg has all the
informati on necessary for that letter to be
delivered independently of any other letter hefore
or after it. "Each datagram packet has both the
source and destination addresses in a header
prepended to the user data, along with sone
control information. This packet is then shot out
into the air independently of how other packets
for the same source were sent. It is up to the
Transport Layer to make sure the packets d
fromsource to the destination_in the rPro er
sequence and without corruption. This means that
in a datagram network, he Transngrt Layer is
relied on heavily to correct for twork” Layer

probl ens.

The virtual-circuit type network
operates nore like the telephone system  Wen a
tel ephone user wishes to talk to another tel ephone
user, the first user establishes what |ooks like a
direct wire circuit between the two users by
dialing the destination users nunber. Once the
call is established, every word (packet) flows
fromthe source to the destination over the same
circuit. Since the sane circuits are used
throughout the caonnection, it is not necessary to

have "an overseeing device nake sure the wres
don't nove or change during the connection (yes, |
realize there is mltiplexing and |line swtching
going on these days, ut lets not confuse the
rssug). When the "users are done, one hangs up,
and that triggers the tearing down of the ciTcuit,
meking the wite connections available to others.

is now tine to discuss sone of the

It
trade-offs between the two types of systens.



Packet Header Overhead

There is a large discrepency in the
ampunt of header type overhead that 'the two
network designs require. This may or nay not be
inportant, but should be consi dered.

In the datagram network, a mninum of 20
bytes of overhead 15 required by the Internet
Protocol, with an additional anount required if
options are to be selected. The Transport Layer
protocol (TCP) requires an addltl_onaf 20 byfes
mninum again nmore is required if options’are
sel ect ed. eep imnind that this 40 bytes m ni num
is required in EVERY SINGE data packef sent.

) The virtual circuit network proposed
relies on the fact that all the addressing
information is |loaded up in the connection
establ i shnent process., This can be up to 256
bytes of data in the_first connection request
packet (assumng the Transport Layer connection
request is in the fast-select portion of the
network connection request). Once the connection
is made, and as long as 'no magor errors occur,
the overhead drops drastically to three bytes for
the Network Layer header and three to nine bytes
of kTtransport Layer header overhead per data
packet .

It looks like the virtual circuit
network design wns this one hands down.

Packet Resequencing

) In datagram type networks it is
possi bl e for packels sent yeﬁter ot\_ﬁ%rs to arrive
at the destination before the earlier sent ones.
This is simlar to when two people correspond
every day through the mai|, sonmetines a letter
sent “after another arrives before the earlier sent
one. There be some nethod of making sure
that the out-of-sequence packets are re-sequenced
before they can be delivered. Wiile | have heard
and read’that sonme people consider this a
"trivial" task, it does take up buffer_sPace and
processor tine at the destination end-point.

Since virtual -connection networks al ways
use the same path for every packet (unless thef

has been a nal function),” the chances of thi

probl em occuring are ‘virtually elimnated
reduci ng processor “and memory requiTenents.

Once again, the virtual connection
protocol seens to have the advantage.

Routing Selection

) ~If the route through the anmateur network

is static (not altering for "any reason other thatn
a
|
|

e
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network device failure), it can be argued th
both types of network designs work equally wel
The selection of routes for packets is initse
anot her argument for another tinme. It can also
argued that in a fully static network, the virtua
connection may have da slight advantage, since th
address overhead is not required 1 f "no decision
are to be made based on these addresses.

_If dynam c routin% is allowed (where
changes in the route of packets from source to
destination can occur for a variety of reasons)

the datagram type network has a distinct
advant age. Since each datagram contains both
address,” routing decisions can easily be made, in
worst case on a packet-by-packet basis. ~Since the
virtual connection reducés its overhead by sending
he addresses only during the connection
est abli shnent process and uses "l ogical channel
nunbers" from tlen on, It cannot easily alter the
pat h. of packets. Keep in mnd that dynamc
routing may add nore problens than It corrects.
Net wor oscillation, delays due to routing
decision tinme, and sequence destruction are but a
fevtv_ of the problens associated with dynanmic
routing.

Congesti on Bypassing

Avoiding routes that have becone
congested is only Vviable when sone form of dynamc
packet routing is enployed. Since virtual
connections do not |end thenselves to dynam c
routing of any kind, the capabili t:dy of bypassing
areas of congestion Is a definate advant %%e of thF
datagram form of network. The only nethod o
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reduci ng congestion problens in virtual connection
networks is"to provide sone sort of |ook-ahead
routine to make sure that conagestlon is cut-off
before it becones a problem Admtedly, this is a
poor form of dealing with this situdation. The
datagram becomes t he %I g wnner here.

Tol erance to Switch Failure
There are two issues to be concerned

with in talking about packet switch failures. The
first 1s what happens to the rest of the network
when a switch fails, and the other issue is how
does the switch itself recover froma failure
(even a tenporary one such as a power glitch). It
appears that the datagram network is 'nore
resiliant in both these issues, If a packet
switch fails in a virtual connection network, all
connections through that switch nust be torn down
and re-established using another path (if
available). The datagram nefwork may have to do a
simlar process if it is totally static routed,
but if orm of dynam c routing is used,

.
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recovery i de nuch, easier b¥1 just “re-routing
e .

the data around failed switc

th

The other issue is that of swtch
cover-ty_ Wien a packet sw tch has. recovered
oma failure in datagram network, it just has to
build its routing table and informthe network
s back in operation. The virtual connection
ch must do this plus re-initialize all the
tions passing through it. An addi tional
mis that some virtual connections may not
causi ng
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alize that the switch has failed,
dditional hardship for the switch.

|t appears that the datagram network
ahead on this one also. Measures Such as batte
backup and uninterruptable supplies can help
reduce this, but again this is a kludge.

Reliabilitv/Speed Tradeoffs
Much has been made of his bK t he
g

t hi
datagramgroup. It appears that even thou
networks. can be made to allow for
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WOr | [ reduced
reliability in order to inprove speed when the
reduced rel |_ab|I|tK isn't a concern (such as
acketized voice), the datagram network won't tr
o force the reliability issue like the virtua
connection network would” It is up to the reader

to decide If this is a real or imginary
advantage. It appears to be nuch easier to nake a
solid pi pe_gwrtual connection) |eaky b){1 POk'n
holes into it than to try to plug up the holes o%
a | eak)( pipe (datagramy. ~ At this point in tine,
think this is almst a non-issue.

Roving Station Situation

It isn't much of a problem at the
morment, but sone thought should be given to the
concept of a nobile packet station, either in an
auto or an airplane for exanple. irst thoughts
seem to indicate that_datagrans have an_advan a?e
inthis situation. This 1s NOT sQ. Since both
net wor k desi gns rel on providing a |ogical
connection through the amateur network from a
source end-point to a destination end-point, if
one of these end-points was to change, hoth types
of networks woul have to re-eStablish the
connection to the new end-point. |t may be argued
that datagrans may be easier to do thi's, sinCe a
whol e connection doesn't have to he torn down and
a new one errected. Since the Transport Layer
devi ces nmust be changed anyway, the form of
network re-establishment is hot”a major issue.
Both forms of networks coul d enpl 03{1 simlar
met hods of causing this reconnection to ‘happen.

Alternate Data Path

Sonetinmes it is advantageous for either
the network or the rempte end usér mght want to
control some paraneter(s) of the user™s term nal
or conmputer. The COTT has provided for this by
all ow ng a nmethod of establishing an alternate
pat h (Ikl nd of an in-band method of out-of-band

si gnal |n(f:1). Thi s mechani_sm i nvol ves the use of
the Qualifier, or (%b|t. The Qbit 1s freguentl%
used to provide the capabllltXSto a host t

control a user's PAD paraneters {such as to turn

of f echo when entering passwords). s far as |

know, there is no eaSy formto do this in the

?ﬁ,tagram network, unless options are defined to do
is.
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Local Subnetwork Use either network design), due to Tr ansso_rt_ Layer

sequence nunbering constraints, in addition’to
) One of the clear advantages of the Level 2 sequence nunbering constraints.
virtual connection networks is that it does follow ! ) )
the IS0 reference nmodel as far as subnetworks vs CGrcular File Philosophy
networks.  The datagram network is good for what )
it is_ intended, an | NTERNET protocal. Even the . ) One of the comments | hear, fromtine to
name inplies that it hooks up networks and time is that a datagram network is easier to
subnetworks to_each other. IT IS NOT MEANT TO BE i mpl ement, because 0f the capability of just
A SUBNETWORK PROTOCOL. What are we supposed to tossing out a packet if it cannot be handled for
use within |ocal subnetworks in the datagram any reason, and wait for a better time, or wait to
network design??? TCP/IP works to interconnect see if the packet shows ug again. | don't feel
subent works, "not act as the subnetwork protocol that the circular file is the place for ny packets
itself. Are we supposed to use just link layer sone nmay disagree). | would prefer the Situation
¥rotoc01s when comuni cating locally, THIS IS hat if "a packet shows Ug, the network tries its
OITALY WVRONG | cannot enphasi ze t his enough. best to get that packet through, and only if there
TCP/IP on a subnetwork [evel makes absol utely no is no ot her recourse (such as buffer |i'nitations
sense. It takes up too much overhead, processing suddenly show ng l'll'ﬁ) shoul d the packet be thrown
ﬁﬁeed, channel overhead, and menpry requirenments. out or |(T;no,red. e datagram approach seens to
ch grunbling was heard at first about the rely on this "tossing the of fending packet”
overhead of the address field of level 2 AX 25. instead of trying to Correct the situat ion that
Imaghme if every packet nust have an additional caused the offending packet in the first fl ace. |
40+ bytes of gvefhead to acconplish the sane task. repeat, nmy packetsbelong in a better place than
Sone "form of subnetwork protocol should . be the trash “heap.
1 mpl enent ed, ut TCP/IP is not it. Li nk . .
c_or{nt?(ctlons such as what we use today also are a Har dwar e/ Sof t ware Consi derati ons
m st ake.
An inportant consideration is what kind
. A layered approach such as the of hardware and software wll| be needed to run the
virtual connection network design nakes nore two protocols. = The biggest single requirement in
sense. For the local subnetwork connections X 25 both types of networks is going to be the
seens to fit real njce. It is a small robust requirement for lots and lots of RAM for huffers.
protocol whose nmjor defects don't affect The datagram type networks may need nore buffers
performance at a local  |evel. Since it is to be availaplé at the end-poi'nts, while the need
connection oriented simlar to the presently for more buffers in the virtual connection network
inpl emented level 2 AX 25 protocol, plenty of the may in the packet switches. It really depends on
work has al ready been done. how the software is witten as to how nuch
i ) buffering is required.

. The internetwork protocol of a virtual . .
connection network woul d nmost |ikely be based on . Anot her  hardware/ software consi deration
.75, which is a nmodified version of X 25. Some is that of processing requirenents. This can be
additional work would be needed to nmmke a broken down into the Tndividual devices that make
conpl ete network sgec, but this would be fairl ug the network. The ma'[](orlt)[/) of the devices in
sinple to accomplist Since X.75 Is also virtua the network will nost |ikely be the packet switch,
connection, and itis a version of X 25, the two The datagram people claimthat a datafgﬁ-am switch
can be mapped together quite nicely. is easy to IrTPl enent. Depending on the type of

] ) routing used, this may or fmay not be the case. |f
) The Transport Layer (if even required) some form of dynamic routing is inplenented, the
is based on the CCOTTX 224 standard (see anot her packet swi tch suddenly beConmes a nuch | arger
paper in these proceedings). X 224is a multi- device requiring a |lof nore processor power to
class protocol and even the npst basic class figure out the route the packet should take to
(elass 0) handles the major hole in X 25/ X 75 reach jts destination. Dynam c routing of sone
network operation (that of re-establishing a sort will probably be inplenented in thé datagram
connection after a switch failure). A nore type network, since nost of the advantages of 'the
advanced class al so g_I’OVI des for a’ checksum to datagram network can only be taken advantage of in
elimnate the possibility of a switch with a a dynamc routing environent.
menory mal function corrdpting an otherw se

accurately transferred packet. A simlar form of trade-off can be made

) in the packet switches of a virtual caonnection
Each of these protocols |oads the major network, in.a Sllghtl¥1 different form The first
overhead burden into the connection establishnent formis simlar to the datagram approach. Full
rocess, and then operates on a verry]/ smal | header virtual connections are not naintained between
udget. One more point, either the X 25_or the every packet switch, but rather cross-connection
X.75 protocols would be used not both, This Is tabl’'es are maintained at each switch (similar to
to say that if a packet is originated in an X 25 the patch panel of an oldt{hone exch e) .This
subnefwork and then transferred across the anateur woul d all ow very sinple software to be i enent ed
network using X.75 ~both headers are not required, at the swtches at first. The trade-of £ is that
just the one being used at that particular network flow control can o_nlz be 1 nplenented at the
connecti on. Transport Layer or Link Layer (1jke the datagram
net work). |t each packet switch inmplements a Tull
Fl ow Control s X. 75 nétwork connection to each neighbor switch
- ) processi ng overhead i s increased, but the overall
Flow control throughout the network is network becomes inherently more reliable.
handl ed different 12 by the Two network designs. . .
The datagram networ k normal |y does not provide an i The other device that must be considered
flow control at the Network Layer. [Instead I is that of the network end-points. Here there iIs
relies on the Transport Layer for end-to-end flow no question. Because of the need for a
control, and the Link Layer for everything el se. sophi'sticated Transport Layer protocol over a
Unfortunalely, if the Link Layer 1S relied on, datagram Network Layer, the datagram network will
when the Link 1s flow controlled, not just the one requrre a substant alig larger device with nuch
network connection flow is stopped, but ALL LEVEL more processing overhead. stributed processing
2 data for ALL level 2 connections are.st op?e_d. (one ‘mcro for each layer) may be an absolute
Sometimes this is alrig]l_n:, but at other times this requirenent for datagrams, while an option for
can be a big problem here 1s no way around this virtual connections.
probl em
o In a virtual connection network, each An Qunce of Prevention...
individual network connection can be flow .
control I'ed independently of any other connection, . Most amateur network users will al ways
i ndependent of Level” 2, independent of the require that the network transfer data RELI ABLY.
Trans port Layer.  Some argue that this The two forms of network designs place this
mul ti pficity of "possi bl e control I ng devices adds responsibility in different places wthin the
unnecessary processing overhead and can Iehad to network. he datagram |l oads ALL this
buffer problens stacking up and I’Iﬁplln ‘throug responsibility at the end-points of the network in
the network. | would point out that this, nost the Transport Layer, The datagram Network Layer
[ikely wouldn't happen, since there a fi n%te takes no res?ony bility whatsoever for maintaining
nunber of packets allowable in a network (in data integrity.
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) The virtual connection network places

this responsibili tl¥ in small portions throughout
the entire network, wth the |ast margain of
safety at the end-points in the Transport Layer.
This ™ distribute ~resRonS| bility schene adds
over head throughout the network, but allgv\s
robl ens to be corrected along the way, rather
han having everythi n§ look fine until 't reaches
t he end-point, and only then finding out an error
occured early in the network.

"What The Big Boys Use"

An issue that is sometimes raised is
that of who is using what form of network. = The
research comunity seens to have fully adopted the
TCP/IP datﬁgra_m network concept, as provided by
ARPANET.  This is fully understandable, since they
can quite often easily obtain the processing power
necessary to iInplement TCP/IP. Also, Since nost
of the research centers these days interract Wt
the defense department who owns the ARPA network,
there is some political pressure to go that route.

In the real world, the bottomline is
the buck. The networks that are there not for
research, but rather to_provide the service of a
data network (such as E Tel enet) nust |ook at
h]gw to provide a data network in the nost cost-
e
t
t

fective form otherw se the conpetition wll
ke their custoners. It is interesting to note
the comercial networks use | virtual
connection protocols for their oiperation. I'n
fact, Telenet was originally. a. at%gram tyPe
network, but spent several mllion dollars’to
convert to a virtual connection network bhecause
they found out that the datagram network just
wasn't cost effective. Some datagram people
comment that the commercial data networks use
virtual connection protocols because this shifts
olitical network boundries out of the hands of
he user and into the hands of the network. This
seens to be based on articles in sonme of the
conputer journals aré),und 1976. A lot has happened
since then, including Telenet swtching from
datagrans to virtual connections. It is
interesti n? to note just how many assunptions were
made back then that are totally Wwong today. Once
again, the commercial networks use “one yardstick
for measuring their network, the biggest”bang for
the buck. . politics, because there is no room
for politics. If they relied on political
consi derations, one of ‘their conpetitors m %t
not, and there goes the custoners. It seens that

o)
QD
—

the onl Fe%ple that can use political ganes are
those that don't necessarily look at the bottom
line, but can jnstead justify sone additional
tcost_s Egr the sake of research. ~ Does someone cone
0 m nd?

Concl usi on

. The major gquestion | have for  those
i npl ementing TCP/IP is what they are going to
i mpl ement for the subnetwork (or intranet, or
I ocal network, or netropolitan network)? Wat are
we sugposed to use when packeting on a’local basis
to ot her hans in our  area? Since a |lot of our
communi cations wll always be within a
tropolitan area, this issue T be addressed.
e we all supposed to support TCP/IP oOr DP{IP?
hat won't work. You just can't shoe-horn all that
n . Are’ we suEposed to just continue
0 use Link Layer procedures when packetin§
ocal ly? That i1sn't the ri ght answer either.

elieve that an AX. 25 LeveI 3 nachine coul d be
hoe-horned into a TAPR board if one really tried.

As it appears fromthe abaove, | amgoing to
continue the devel opnment of virtual connection
network protocols. I do believe there will be a
use for both network designs, and the best way to
chose the correct one for the majority of “the
amateur network is to have both operate i'n a head~
to-head . conpetition. | do feel strongly that
there is going to be a local subnetwork
(intranetwork) protocol developed for |ocal
nmetropolitan users. This protocol does not have
to be the same as the internetworking protocol
used. In fact, | think there wll most” I'ikely be
some gateway operation to interconnect virtual
connection rnietworks wth datagram networks. One
?m nt about this, | have heard some amateurs argue

hat if a part of a network I's datagram then ALL

of the network MJUST be datagram (Or vice versa>,
This is not true!! Al that” must be done Is that
the gateway between the two types of networks nust
perform protocol conversions at both [evels three
and four. Since the two levels are so intertw ned
(especi al Ié’ w th datagrans) this task nust be
acconplished, If it is done correctly, it should
appear as If nothing out of the ordinary is
happeni ng.

) My |ast conment is that given a piece of
information that can be transferred usi n(T; ei t her
net hod, which would you prefer and trust, The post
office or the telephone systen?

=3

nwo—o

4.35



